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Personal Health Series

Online Safety

Quiz Answer Key

1. Information you post about yourself online or via text messaging is your  digital footprint .

2. When you post a photo online, it stays there:
a) 6 months
b) 1 year
c) until you take it down
d) possibly forever — other people could have copied it

3. List three ways to protect your computer from viruses:
Install and frequently update anti-virus software; delete without opening emails with suspicious subject lines like “Funny
Video!!” or “See these pics!!”; delete without opening email attachments from anyone you don’t know	

4. True or false: When you’re on social networking sites, using the site’s default privacy settings is OK ― you don’t need to
make them more private.

5. Name five things about yourself that you should not share online:
Any five of the following: full name, address, phone number, school name, age, birthday, location, email address, Social
Security number	

6. Identify and describe the type of repetitive stress injury you can get from typing or playing videogames.
Carpal tunnel syndrome, in which swelling occurs inside a narrow “tunnel” formed by bone and ligament in the wrist. This
can cause pain, tingling, numbness, and weakness in the hand and wrist.	

7. If you're being cyberbullied and ignoring it doesn't make it stop, it might be a good idea to:
a) press the red button, launching a full-scale nuclear war against the cyberbully
b) throw away all smartphones, iPads, and computers
c) get help from a parent, school counselor, or other trusted adult

8. True or false: Virus protection software is a must for every computer.

9. True or false: It's OK to share your password with your BFF.

10.True or false: If you'd feel weird if your parent saw it, it's not a good thing to post. 




